The Cybersecurity and Technology Policy track combines technical and non-technical foundational courses necessary to understand cybersecurity, as well as emerging technologies and the broader policy implications in an increasingly interconnected world. The program includes courses in policy formation, computer sciences, law, ethics, business, and international relations, to cultivate a holistic understanding of one of the most important security trends in the 21st Century.

**PROGRAM HIGHLIGHTS**
- Online 2-year program (No summer classes)
- Affordable tuition
- Financial aid and scholarships
- Locked-step cohort program
- Innovative Capstone projects
- Professional Development Seminars
- Career Development Services

**ADMISSIONS**
- Accredited US Bachelor’s Degree or equivalent
- Minimum GPA of 3.0
- Official transcripts
- Two letters of recommendation
- 750-word statement of purpose
- Resumé or Curriculum Vitae
- No GRE Required

**TRACK SPECIFIC COURSES**
- Foundations of Cybersecurity and Technology Policy
- Computer Systems Fundamentals
- Cybersecurity and Privacy Law
- Cyberspace and Globalization
- Cyber Warfare and Strategy

"The MA in Global Affairs program kick-started my career in cybersecurity. Global politics, foreign policy, and regional conflict are key to understanding what spurs cyber threat activity. I’m grateful for the knowledge the program has equipped me with to be successful in this field."

Roya Gordon, Global Affairs ’16
Cyber Threat Intelligence Consultant
Accenture

**Ranked Top 40 Master’s Program for Policy careers in International Relations by Foreign Policy Magazine**

Steven J. Green
School of International & Public Affairs
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